
 

В рамках Глобальной инициативы по усилению политической приверженности 
международному гуманитарному праву (Глобальной инициативы в области МГП) Гана, 
Люксембург, Мексика, Швейцария и Международный Комитет Красного Креста 
(МККК) рады представить следующее мероприятие: 

 
НАПРАВЛЕНИЕ ДЕЯТЕЛЬНОСТИ 6          
 

ТРЕТЬЯ КОНСУЛЬТАЦИЯ С 
ГОСУДАРСТВАМИ  
ПО СОБЛЮДЕНИЮ 
МЕЖДУНАРОДНОГО 
ГУМАНИТАРНОГО ПРАВА ПРИ 
ИСПОЛЬЗОВАНИИ  
ИНФОРМАЦИОННО-
КОММУНИКАЦИОННЫХ  
ТЕХНОЛОГИЙ ВО ВРЕМЯ  
ВООРУЖЕННЫХ КОНФЛИКТОВ 
Для работающих в столицах своих государств государственных должностных лиц, 
специализирующихся в области МГП, кибербезопасности и военных киберопераций, а 
также сотрудников постоянных представительств в Женеве 
 
 

ПОНЕДЕЛЬНИК, 16 ФЕВРАЛЯ 2026 Г. 

10:00–14:00 (UTC +1) 

ФОРМАТ: ОЧНЫЙ (ЖЕНЕВА) И ОНЛАЙН (ZOOM) 
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Справочная информация 
Всё более широкое использование информационно-коммуникационных технологий (ИКТ) во 
время вооруженных конфликтов заставляет задаваться серьезными гуманитарными и 
правовыми вопросами. Несмотря на то что, по общему мнению, международное гуманитарное 
право (МГП) налагает ограничения на использование ИКТ в вооруженных конфликтах, 
особенности среды ИКТ порождают сложности в связи с имплементацией МГП. Государства 
признали необходимость дальнейшего обсуждения всех этих вопросов. 
 
Данное направление деятельности, реализуемое в рамках Глобальной инициативы в области 
МГП, является продолжением международных дискуссий, посвященных использованию ИКТ, 
и основывается на достигнутом к настоящему времени прогрессе в этом вопросе, в том числе 
на докладах Рабочей группы Организации Объединенных Наций открытого состава по 
вопросам безопасности в сфере использования ИКТ и самих ИКТ; докладах Группы 
правительственных экспертов по поощрению ответственного поведения государств в 
киберпространстве в контексте международной безопасности; общих позициях и 
национальных позициях отдельных государств по вопросам применения киберправа и 
международного права; а также на резолюции 2 «Защита гражданского населения и других 
покровительствуемых лиц и объектов от потенциальных гуманитарных последствий 
деятельности в сфере ИКТ во время вооруженного конфликта», принятой на 34-й 
Международной конференции Красного Креста и Красного Полумесяца. Оно призвано 
дополнить продолжающиеся многосторонние дискуссии, включая дискуссии, которые 
продолжатся в рамках создаваемого Всемирного механизма по достижениям в области ИКТ в 
контексте международной безопасности и продвижению ответственного поведения 
государств в сфере использования ИКТ. Это направление деятельности реализуется в рамках 
непрерывных усилий по выработке общего понимания относительно ограничений, 
налагаемых нормами МГП на деятельность в сфере ИКТ во время вооруженных конфликтов в 
целях защиты гражданского населения от причинения ему вреда. 
 
Участники первой и второй консультаций с государствами в рамках данного направления 
деятельности, состоявшихся 15 мая и 24 ноября 2025 г. соответственно, признали серьезные 
гуманитарные последствия использования ИКТ во время вооруженных конфликтов и 
подчеркнули необходимость защищать людей и обеспечивать сохранение человеческого 
достоинства в цифровой среде. Они подтвердили, что МГП по-прежнему представляет собой 
ключевой юридический инструмент защиты гражданского населения и других 
покровительствуемых лиц и объектов от опасностей, возникающих в результате 
использования ИКТ во время как международных, так и немеждународных вооруженных 
конфликтов. 
 
В рамках первых двух раундов консультаций их участники рассмотрели гуманитарные и 
правовые последствия использования ИКТ во время вооруженных конфликтов и обсудили 
практические меры по обеспечению соблюдения МГП и усилению защиты гражданских лиц в 
этих условиях. 
 
Третья консультация станет продолжением уже состоявшихся дискуссий и будет опираться на 
сделанные по их итогам ключевые выводы с целью укрепления общего понимания 
относительно подходов к обеспечению соблюдения МГП при использовании ИКТ во время 
вооруженных конфликтов, с тем чтобы защитить гражданское население от причинения ему 
вреда. 
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Цели 

Цели этой консультации состоят в том, чтобы: 

• закрепить выработанные общие позиции относительно того, каким образом принципы 
и нормы МГП обеспечивают защиту гражданского населения и других 
покровительствуемых лиц и объектов от опасностей, возникающих в результате 
деятельности в сфере ИКТ во время вооруженного конфликта. Несмотря на то, что 
государства в целом подтвердили необходимость сохранения и усиления таких 
гарантий защиты, некоторые вопросы требуют дальнейшего обсуждения для 
достижения консенсуса. В рамках целей данного направления деятельности, 
связанных с обеспечением защиты гражданского населения от причинения ему вреда 
в условиях военных действий с использованием цифровых технологий, 
сопредседатели и МККК подготовили ряд ключевых замечаний. Эти замечания заложат 
основу для дискуссий, побуждая участников к обмену дополнительной информацией, 
и будут способствовать выработке общего понимания относительно ограничений, 
налагаемых МГП на использование ИКТ во время вооруженных конфликтов; 

• получить информацию о позициях и практике отдельных государств в части 
принимаемых или рассматриваемых ими правовых, оперативных и политических мер 
по обеспечению соблюдения МГП при использовании ИКТ во время вооруженных 
конфликтов, включая принятие соответствующего законодательства, формирование 
надлежащей военной практики, распространение информации о нормах МГП, 
взаимодействие с технологическим сектором и проведение мероприятий, 
направленных на предотвращение и пресечение нарушений МГП; 

• определить вопросы для дальнейшего обсуждения и налаживания взаимодействия с 
целью подготовки проектов рекомендаций для рассмотрения государствами и их 
включения в итоговые документы Глобальной инициативы в области МГП. 

 

Дальнейшие действия 
По итогам трех раундов консультаций государства-сопредседатели и МККК выработают 
конкретные рекомендации, которые будут представлены всем государствам для дальнейшего 
обсуждения. 

• 1 апреля 2026 г. первоначальные версии рекомендаций по всем направлениям 
деятельности будут разосланы всем постоянным представительствам в Женеве и 
опубликованы на сайте Humanity in War. 

• Четвертый раунд консультаций состоится 4—6 мая 2026 г. в смешанном формате. В 
ходе данного раунда всем государствам будет предложено представить комментарии к 
первоначальным версиям рекомендаций по каждому направлению деятельности, 
которые будут рассматриваться последовательно. 

• 1 июня 2026 г. вторые версии рекомендаций по всем направлениям деятельности будут 
разосланы всем государствам и опубликованы на сайте Humanity in War. 

• Пятый раунд консультаций состоится 22—26 июня 2026 г. в смешанном формате. Всем 
государствам будет предложено представить свои окончательные комментарии к 
рекомендациям. По окончании данного раунда государства-сопредседатели и МККК 
завершат выработку рекомендаций по каждому направлению деятельности и 
представят их всем государствам во второй половине 2026 года. 

https://www.upholdhumanityinwar.org/
https://www.upholdhumanityinwar.org/
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Участники 
• Консультация будет проводиться в смешанном формате — как в очном, так и в режиме 

онлайн. 

• К участию в консультации приглашаются все заинтересованные государства. Весьма 
приветствуется участие работающих в столицах своих государств государственных 
должностных лиц, специализирующихся в области МГП, кибербезопасности и 
военных киберопераций, а также сотрудников постоянных представительств в 
Женеве. 

• Участие в консультации по приглашению примут также и другие профильные 
специалисты (представители международных организаций, гражданского общества и 
научного сообщества, а также представители технологического сектора). 

• Зарегистрироваться можно не позднее 13 февраля 2026 г. с помощью формы 
регистрации. 

 

Порядок проведения 
• Рабочие языки консультации — английский, арабский, испанский, китайский, 

русский и французский, будет осуществляться синхронный перевод. 

• Убедительно просим государства ограничить свои выступления четырьмя минутами, 
чтобы всем участникам хватило времени выступить. В конце каждой сессии, после 
того, как все участники, желающие выступить, сделают это, государствам и другим 
участникам будет предоставлена возможность обсудить высказанные идеи. 

• При подготовке своих выступлений просим участников учитывать ключевые 
замечания, подготовленные сопредседателями по данному направлению 
деятельности и МККК, касающиеся обеспечения соблюдения МГП при использовании 
ИКТ во время вооруженного конфликта, а также вопросы для подготовки, 
приведенные в программе мероприятия ниже. Участникам также предлагается 
ознакомиться со справочным документом, призванным помочь организовать и 
провести обсуждение. 

• Ввиду технических трудностей, связанных с проведением встреч в смешанном 
формате, мы призываем делегации, находящиеся в зале, выступать со своими 
заявлениями лично и внимательно выслушивать делегации, участвующие в 
мероприятии в режиме онлайн. 

• На протяжении всей консультации будет сохраняться инклюзивный, 
конструктивный, неполитизированный и ориентированный на поиск решений 
характер обсуждений. В ходе консультаций мы предлагаем участникам ссылаться на 
национальную практику собственного государства, однако убедительно просим их 
воздерживаться от обсуждения конкретных ситуаций или практики других 
государств. 

• В целях содействия работе переводчиков просим участников направить копии своих 
выступлений по электронной почте ihlinitiative@icrc.org до 13 февраля 2026 г., указав в 
теме письма следующее: «ICT workstream third consultation» («Третья консультация в 
рамках направления деятельности, посвященного ИКТ»). Мы также призываем 

https://forms.office.com/e/EJyN375c0s
https://forms.office.com/e/EJyN375c0s
https://www.upholdhumanityinwar.org/sites/default/files/2025-10/Background%20Paper%20WS6%20ICT%20state%20consultation%202nd%20round%20ENGLISH.pdf
mailto:ihlinitiative@icrc.org
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участников по завершении мероприятия направить полный текст своих выступлений 
в письменной форме по электронной почте. Предоставленная информация будет 
опубликована на сайте Humanity in War, за исключением тех случаев, когда 
государства попросят обеспечить ее конфиденциальность. 

• Консультация будет записываться, но эти записи не будут выложены для публичного 
доступа.  

https://www.upholdhumanityinwar.org/
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Программа 
Соблюдение международного гуманитарного права при использовании 
информационно-коммуникационных технологий во время вооруженных 

конфликтов  
(направление деятельности, посвященное ИКТ) 

Третий раунд консультаций 

10:00–14:00, 16 февраля 2026 г. 
Центр МККК «Гуманитариум» в Женеве (17 avenue de la Paix, 1202 Geneva) 

 
* Периоды времени, указанные ниже, могут быть изменены в зависимости от количества 
выступлений.  
Регистрация участников и кофе / Подключение участников в режиме онлайн  09:30–10:00 

Открытие мероприятия и вступительное слово 10:00–10:10 

Сессия 1. Ключевые замечания, подготовленные сопредседателями по 
направлению деятельности, посвященному ИКТ, и МККК, касающиеся 
обеспечения соблюдения МГП при использовании ИКТ во время вооруженного 
конфликта 

10:10–12:00 

Ключевые замечания 
 
Признавая гуманитарные последствия деятельности в сфере ИКТ во время 
вооруженных конфликтов и вред обществу и дестабилизацию, которые она 
способна вызвать, а также отмечая необходимость защиты гражданского 
населения и обеспечения сохранения человеческого достоинства, крайне важно 
добиться более эффективного соблюдения МГП при использовании ИКТ в условиях 
подобных конфликтов. Государства и стороны в вооруженном конфликте должны 
принимать практические индивидуальные и коллективные меры для 
минимизации рисков для гражданского населения и обеспечить осуществление 
деятельности в сфере ИКТ в условиях вооруженного конфликта в соответствии с 
нормами и принципами МГП, гарантирующими защиту. 
 
Защита гражданского населения, гражданских лиц и гражданских объектов от 
опасностей, возникающих в результате деятельности в сфере ИКТ во время 
вооруженного конфликта 
 
Деятельность в сфере ИКТ, связанная с вооруженными конфликтами, при любых 
обстоятельствах должна соответствовать нормам и принципам МГП, включая 
принцип гуманности, принцип настоятельной военной необходимости, принцип 
проведения различия, принцип соразмерности и принцип принятия мер 
предосторожности. 
 
Операции в сфере ИКТ, которые, как ожидается, приведут к гибели или ранению 
людей либо к повреждению или уничтожению тех или иных объектов (включая их 
выход из строя), в соответствии с МГП квалифицируются как «нападения». 
Поэтому при проведении таких операций необходимо соблюдать все нормы и 
принципы МГП, касающиеся военных действий, включая нормы, запрещающие 
прямые нападения на гражданских лиц и гражданские объекты, неизбирательные 
и несоразмерные нападения, а также нормы, предусматривающие обязательство 
принимать все возможные меры предосторожности для предотвращения или 
минимизации случайного вреда гражданскому населению. 
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Дополнительную защиту от опасностей, возникающих в результате деятельности 
в сфере ИКТ, обеспечивают принцип, согласно которому сторона в вооруженном 
конфликте может прибегать только к тем средствам и методам ведения войны, 
которые необходимы для ослабления военных сил противника; обязательство на 
постоянной основе обеспечивать защиту гражданского населения, гражданских 
лиц и гражданских объектов при проведении военных операций; а также нормы, 
направленные на защиту собственности от захвата и уничтожения. 
 
Защита данных 
 
Данные являются ключевым элементом глобальной цифровизации и 
обеспечивают функционирование основных гражданских служб. Способы 
использования данных во время вооруженных конфликтов могут напрямую 
влиять на человеческие жизни и достоинство. В рамках МГП защита данных 
обеспечивается с помощью: 

- принципов и норм, регулирующих ведение боевых действий, включая 
принцип проведения различия (который требует, чтобы целью военных 
операций были исключительно данные, квалифицируемые в качестве 
военных объектов, и запрещает неизбирательные нападения, 
затрагивающие как военные данные, так и данные гражданского 
назначения), а также принцип соразмерности и принцип принятия мер 
предосторожности; 

- принципа, согласно которому сторона в вооруженном конфликте может 
прибегать только к тем средствам и методам ведения войны, которые 
необходимы для ослабления военных сил противника; 

- обязательства на постоянной основе обеспечивать защиту гражданского 
населения, гражданских лиц и гражданских объектов при проведении 
военных операций; и 

- норм, обеспечивающих защиту собственности от мародерства, захвата и 
уничтожения. 

При этом нормы МГП не запрещают деятельность по сбору информации как 
таковую, в том числе деятельность, в рамках которой осуществляется доступ к тем 
или иным данным. 

Гражданская ИКТ-инфраструктура, используемая в военных целях 

Государства и стороны в вооруженных конфликтах должны осознавать и сводить 
к минимуму риски причинения вреда гражданскому населению в результате 
использования гражданской ИКТ-инфраструктуры в военных целях во время 
конфликта. 

В тех случаях, когда в результате такого использования гражданская ИКТ-
инфраструктура или ее часть становится военным объектом, при совершении 
нападения на него по-прежнему должны соблюдаться запрет на неизбирательные 
и несоразмерные нападения и обязательство принимать все возможные меры 
предосторожности. 

При оценке законности таких операций необходимо учитывать все 
прогнозируемые прямые и косвенные случайные последствия для гражданских 
лиц и гражданских объектов, в том числе последствия, затрагивающие 
возможность использования ИКТ-инфраструктуры гражданским населением. 
Необходимо принимать все возможные меры предосторожности для защиты 
гражданского населения и основных гражданских служб, зависящих от ИКТ-
инфраструктуры, включая выбор средств и методов ведения войны, которые 
позволяют избежать случайных потерь жизни среди гражданского населения, 
ранений гражданских лиц и ущерба гражданским объектам или, во всяком случае, 
свести их к минимуму. Это подразумевает совершение операций в отношении 
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только тех компонентов ИКТ-инфраструктуры, которые используются для 
военных целей, не затрагивая при этом компоненты, используемые для 
обслуживания гражданского населения. 

Государства и стороны в вооруженных конфликтах должны в максимально 
возможной степени принимать все необходимые меры предосторожности для 
защиты гражданского населения и гражданских объектов, находящихся под их 
контролем, от опасностей, возникающих в результате проведения военных 
операций. В частности, необходимо по возможности физически или технически 
отделять компоненты ИКТ-инфраструктуры, используемые в военных целях, от ее 
компонентов, которые используются в гражданских целях. 

Участие гражданских лиц в деятельности в сфере ИКТ во время вооруженного 
конфликта 

Гражданские лица, включая хакеров и сотрудников технологических компаний, 
осуществляющие деятельность в сфере ИКТ в условиях вооруженных конфликтов, 
обязаны соблюдать МГП. 

Любое государство, являющееся стороной в вооруженном конфликте, обязано 
обеспечить соблюдение МГП гражданскими лицами, чья деятельность в сфере ИКТ 
в условиях такого конфликта может быть присвоена данному государству. В 
частности, государство должно обеспечить осведомленность контролируемых им 
гражданских лиц (в том числе хакеров и сотрудников технологических компаний) 
о нормах МГП, а также о правовых и практических рисках участия в связанных с 
вооруженными конфликтами операциях в сфере ИКТ. Государства должны 
принимать надлежащие меры для предотвращения нарушений МГП, совершаемых 
гражданскими лицами при осуществлении деятельности в сфере ИКТ, и пресекать 
любые такие нарушения. Кроме того, они не должны поощрять гражданских лиц, 
участвующих в деятельности в сфере ИКТ, нарушать МГП, а также помогать или 
содействовать им в совершении таких нарушений. 

Для защиты гражданского населения от опасностей, возникающих в результате 
военных действий, государства и стороны в вооруженном конфликте должны по 
возможности избегать вовлечения гражданских лиц в операции в сфере ИКТ, 
представляющие собой прямое участие в боевых действиях. Если же избежать 
этого не удается, соответствующих гражданских лиц следует по возможности 
интегрировать в состав официальных вооруженных сил. При этом привлечение 
детей к участию в боевых действиях является недопустимым. 

Продукты и сервисы технологических компаний, используемые во время 
вооруженных конфликтов 

Технологические компании являются поставщиками многочисленных продуктов 
и сервисов гражданского назначения, которые используются гражданским 
населением, государственными органами и гуманитарными организациями, в 
том числе во время вооруженных конфликтов. Данные продукты и сервисы, а 
также гражданские сотрудники, занимающиеся их предоставлением, находятся 
под защитой МГП. 

Технологические компании должны понимать, что предоставление сторонам в 
вооруженном конфликте доступа к продуктам и сервисам, относящимся к сфере 
ИКТ, сопряжено с правовыми и практическими рисками. Они должны осознавать 
риски причинения вреда гражданскому населению и гражданским объектам (в 
том числе сотрудникам и имуществу технологических компаний, а также лицам 
и объектам, находящимся вблизи соответствующей ИКТ-инфраструктуры, 
зависящим от нее или подключенным к цифровым сервисам), оценивать такие 
риски и принимать меры для их минимизации. В частности, технологические 
компании должны по возможности физически или технически отделять свои 
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сервисы и продукты, используемые для обеспечения военных операций, от 
сервисов и продуктов, которые используются в гражданских целях. 

Технологические компании должны предотвращать участие или соучастие своего 
персонала в совершении нарушений МГП (в том числе заключающееся в 
предоставлении доступа к соответствующим продуктам или сервисам сторонам в 
вооруженном конфликте) и надлежащим образом реагировать на любые подобные 
случаи. 

 
Вопросы для подготовки к дискуссии 

1. Имеются ли у вас какие-либо комментарии к вышеизложенным ключевым 
замечаниям? Требуют ли какие-либо вопросы дальнейшего обсуждения? 

2. Следует ли рассмотреть какие-либо дополнительные вопросы или аспекты 
для обеспечения более эффективной защиты гражданского населения и 
других покровительствуемых лиц и объектов от опасностей, возникающих в 
результате деятельности в сфере ИКТ во время вооруженного конфликта? 

 

Перерыв 12:00–12:30 

Сессия 2. Ключевые замечания, подготовленные сопредседателями по 
направлению деятельности, посвященному ИКТ, и МККК, касающиеся 
обеспечения соблюдения МГП при использовании ИКТ во время вооруженного 
конфликта (продолжение) 

12:30–13:55 

Ключевые замечания 

Защита медицинских служб, гуманитарных организаций и других пользующихся 
особым покровительством лиц, объектов и видов деятельности 

Медицинский персонал, медицинские формирования и санитарно-транспортные 
средства, а также сотрудники гуманитарных организаций и объекты, 
используемые в рамках гуманитарной деятельности, должны при любых 
обстоятельствах пользоваться уважением и покровительством в соответствии с 
нормами МГП, в том числе защитой от последствий деятельности в сфере ИКТ. 
Деятельность в сфере ИКТ во время вооруженного конфликта не должна 
приводить к ненадлежащему нарушению функционирования медицинских служб 
и гуманитарных организаций и, в частности, не должна затрагивать 
принадлежащие им данные, ИКТ-системы и коммуникационное оборудование. 
При этом в соответствии с требованиями МГП должна быть обеспечена 
конфиденциальность медицинских данных и данных, собираемых 
гуманитарными организациями. Это крайне важно для сохранения доверия к 
работе медицинских служб и беспристрастных гуманитарных организаций. 
Государства и стороны в вооруженном конфликте должны также принимать все 
возможные меры для защиты медицинских служб и гуманитарных организаций 
от причинения им вреда, в том числе от негативных последствий деятельности в 
сфере ИКТ, которая осуществляется третьими лицами (например, 
киберпреступниками или другими негосударственными акторами) и не может 
быть присвоена той или иной стороне в конфликте. 

В цифровой среде, как и в физическом мире, медицинские службы и 
гуманитарные организации, в соответствии с нормами МГП пользующиеся 
особым покровительством, должны быть легко идентифицируемыми и 
распознаваемыми. Этому, в частности, может поспособствовать разрабатываемая 
в настоящее время «цифровая эмблема». Государствам и другим 
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заинтересованным сторонам рекомендуется продолжать взаимодействие с МККК 
для проработки правовых, технических и дипломатических способов ее внедрения 
и применения на практике. 

Особое покровительство, предоставляемое объектам, необходимым для 
выживания гражданского населения, установкам и сооружениям, содержащим 
опасные силы, культурным объектам и объектам гражданской обороны, должно 
быть обеспечено, в том числе при проведении операций в сфере ИКТ во время 
вооруженных конфликтов. Защита распространяется также и на принадлежащие 
этим объектам данные и ИКТ-инфраструктуру, необходимую для их 
функционирования. 

Нормы МГП запрещают сексуальное насилие, а также вербовку детей и их 
вовлечение в военные действия, в том числе с использованием для этих целей 
ИКТ. 

Информация, распространяемая в нарушение норм МГП 

Государства должны воздерживаться от использования ИКТ для распространения 
той или иной информации в нарушение норм МГП, а также принимать все 
возможные меры для предотвращения такого использования. Речь идет, в 
частности, о распространении информации, которая подстрекает к нарушениям 
МГП или поощряет их, подвергает лиц, лишенных свободы, оскорблениям или 
выставляет их на обозрение любопытствующей толпы либо имеет своей основной 
целью терроризирование гражданского населения. Государства и стороны в 
вооруженном конфликте должны воздерживаться от распространения 
информации, направленной на дегуманизацию противника или разжигающей 
ненависть к гражданскому населению, в том числе с помощью ИКТ. 

Медицинские службы и гуманитарные организации должны быть защищены от 
дезинформации, распространяемой с помощью ИКТ с целью воспрепятствовать их 
работе во время вооруженных конфликтов, поскольку такие действия 
представляют собой необоснованное вмешательство и несовместимы с 
обязательством уважать сотрудников медицинских и гуманитарных организаций 
и их деятельность и обеспечивать им защиту. 

Меры по обеспечению соблюдения МГП 

Государства должны принимать на национальном уровне меры для обеспечения 
соблюдения МГП при использовании ИКТ во время вооруженных конфликтов. В 
частности, они должны распространять информацию о нормах МГП среди 
военнослужащих и населения в целом (особенно среди лиц, занимающихся 
деятельностью в сфере ИКТ), а также закрепить принципы и нормы МГП (в том 
числе применимые к деятельности в сфере ИКТ) в национальных законах, военных 
доктринах, руководствах по проведению военных операций, правилах 
применения оружия и учебных программах. При необходимости, военные 
подразделения и командование, отвечающие за операции в сфере ИКТ, должны 
иметь возможность консультироваться по профильным для них юридическим 
вопросам. При изучении, разработке, приобретении или принятии на вооружение 
новых видов оружия, средств или методов ведения войны, в основе которых 
лежит использование потенциала ИКТ, государства должны определить, 
подпадает ли их применение, при некоторых или при всех обстоятельствах, под 
запреты, содержащиеся в каких-либо нормах международного права. 

Закрепление в национальном законодательстве подходов, учитывающих 
гендерные аспекты и возрастные особенности, способствует выполнению 
обязательств по МГП, в том числе в части обеспечения защиты от рисков, 
связанных с ИКТ. 
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Для пресечения распространения информации, нарушающей МГП и 
причиняющей вред гражданскому населению и другим покровительствуемым 
лицам, государствам следует сотрудничать с заинтересованными сторонами, в 
том числе с представителями технологического сектора. В частности, государства 
должны призывать технологические компании использовать методы и принимать 
различные защитные меры, которые снижают риск использования онлайн-
платформ или других ИКТ-сервисов для подстрекательства к нарушениям МГП, их 
поощрения или содействия их совершению, а также для причинения вреда 
гражданскому населению и гражданским объектам. 

Каждое государство должно принять все необходимые законодательные, 
регулятивные и другие меры (включая, при необходимости, криминализацию 
соответствующих действий) для предотвращения и пресечения нарушений МГП, 
совершаемых с помощью ИКТ теми или иными лицами или на той или иной 
территории, которые находятся под юрисдикцией или контролем данного 
государства. 

Повышению прозрачности в отношениях между государствами, укреплению 
доверия между ними и достижению консенсуса может способствовать 
обнародование ими своих позиций по вопросам применения международного 
права, включая МГП, к использованию ИКТ, а также обмен опытом и полезными 
наработками в части минимизации рисков причинения вреда гражданскому 
населению в результате осуществления деятельности в сфере ИКТ. По 
возможности, государствам следует поддерживать наращивание потенциала на 
двустороннем, региональном и глобальном уровнях для обеспечения 
добросовестного соблюдения норм МГП применительно к такой деятельности. 

Вопросы для подготовки к дискуссии 

1. Имеются ли у вас какие-либо комментарии к вышеизложенным ключевым 
замечаниям? Требуют ли какие-либо вопросы дальнейшего обсуждения? 

2. Следует ли рассмотреть какие-либо дополнительные вопросы или аспекты 
для обеспечения более эффективной защиты гражданского населения и 
других покровительствуемых лиц и объектов от опасностей, возникающих 
в результате деятельности в сфере ИКТ во время вооруженного конфликта? 

Заключительное слово 13:55–14:00 
 


